**Online OTP Service**

This Web Service aims to provide OTP(One Time Password) service used commonly to authenticate users as well as devices requesting to use an online service. The design is based on Google’s material UX which provides good aesthetic value. Users can see the Contact list arranged alphabetically as tiles in a menu and details of the sent OTP messages in another. The OTP is sent in the form of an SMS using a third party API 2factor.in. The website URL is:

https://ajayzinngg.github.io/

The OTP is a 6-digit number is a dummy number made out of the last 6-digits of the phone numbers of the contacts. On selecting the right contact label from the list, the OTP is sent as an SMS. The technologies used for building the service are HTML5, CSS3, JavaScript, jquery and JSON. The web service is a complete client side implementation. The usage of the app requires a Google Chrome extension Allow-Control Allow-Origin to be installed because some APIs have been recently restricted for security reasons even though the jquery APIs are in place. The link for the same is available in the documentation given later. The number +91 9971792703 is saved under the alias John Doe.

The 2factor API can currently provide 150 SMSes. The web service has been tested using Google Chrome browser.
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